**DOMAIN URL SERVICE Requests:**

**-Legacy Monsanto Authentication & Identity Access:**

**Assign Ticket to >>> Monsanto Company>Security Services>Authentication & Identity – L3**

**(Monsanto POC AJay Dharna)**

**A) Requests to register a Subdomain URL with Monsanto for the purpose of setting up SSO (Single Sign On) authentication**

**-Legacy Monsanto IT Security Operations Team:**

**Assign Ticket to >>>Monsanto Company > IT Infrastructure (Security) > Info Security Operations**

**(Monsanto POCs Loren Cook or Senthil Arunagiri)**

**A) Incapsula requests**

***Once the Website is set up and working, if it holds/dispenses “proprietary Monsanto data” (even to be given out to the public freely), then the site should be protected behind Incapsula as a final step.***

Incapsula is a “man in the middle” that filters HTTP/HTTPS requests before passing them along to the actual “Origin Server” where a site is hosted from. ALL legitimate web requests will come from Incapsula’s IP ranges.  Thus, we ask our hosting providers to RESTRICT (block) general access to our “Incapsula protected sites” to only Incapsula’s and Monsanto’s ranges, thwarting malicious traffic trying to hit the origin server directly and go around Incapsula.”

Additional Note: **Multi-Lock and Secure-Lock Features** provided by the Vendor Registrars (CSC and SafeNames) should be considered at this time. If deemed appropriate, a ticket should be sent to the Monsanto IT Asset & Vendor Management Team.

**Legacy Monsanto IT Asset & Vendor Management Team:**

**Assign Ticket to >>> Monsanto Company> Governance Services> Domain Purchasing**

**(Monsanto POCs Cathy Hirner and Julie Ryder)**

1. **New URL Domain Name Purchase/Registration request.**

Note:

1) After the domain name is purchased, you will be instructed to open a ticket for a SSL Cert which secures the Website. **Internal SSL Cert tickets** get assigned to **Infrastructure Services> ATOS> Middleware Support** (MON POC Norm Riley). **External SSL Cert tickets** get assigned to **Infrastructure Services> ATOS> Secure Apps** (ATOS TSM Mike Ansley)

2) Also, once the Website is set up and working, if it holds or dispenses “proprietary Monsanto data” (even to be given out to the public freely), then the site must be protected behind Incapsula as a final step. Another ticket must be opened and assigned **to Monsanto Company > IT Infrastructure (Security) > Info Security Operations**

Additional Note: **Multi-Lock and Secure-Lock Features** provided by the Vendor Registerars (CSC and SafeNames) should be considered at this time. If deemed appropriate, a ticket should be sent to the Monsanto IT Asset & Vendor Management Team.

1. **Name Server Change requests for an existing Legacy Monsanto owned URL Domain Name IF** the DNS is **hosted on CSC or Safenames NAMESERVERS.**

\*If a redirection of DNS IP is needed, IT Security OPS and ATOS Windows Server Support will be engaged as appropriate for validation of the DNS IP redirection.

(As stated above…. **IF** the DNS is hosted on Monsanto Nameservers, a ticket should be opened and assigned to the **ATOS>Infrastructure Services>Windows Server Support)**

1. **Change of domain ownership request**: to/from one Company to/from Monsanto. (Monsanto Legal Dept. will be engaged)
2. **Transferring an existing Monsanto** **domain** to one of our two approved Vendor Registrars, CSC or Safenames. (Monsanto Legal Dept. will be engaged)